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Abstract. The existence of violations of personal data remains a legal issue at present. The protection 

of personal data is of utmost importance, serving not only as a safeguard but also as the foundation for 

comprehensive regulations concerning personal data. This research aims to compare regulations on 

personal data protection between Indonesia and Thailand, with a particular emphasis on human rights 

aspects. The research methodology used is normative legal research. The findings of this study reveal 

that both Indonesia and Thailand recognize that personal data protection is an integral part of human 

rights. This acknowledgment is reflected in their respective constitutions and various applicable laws. 

Indonesia recently enacted specific legislation on personal data protection in 2022, but its 

implementation still faces various challenges. The results of this research indicate that while both 

countries recognize the significance of personal data protection as a component of human rights, there 

are significant differences in their approaches and implementations between Indonesia and Thailand. 
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INTRODUCTION 

In Indonesia, violations of personal data 

usage often occur, particularly in the banking 

sector (Kusuma & Rahmani, 2022; Ningrum, 

& Robekha, 2023), as exemplified by the 

banking crime of skimming (data theft) that 

befell Bank Rakyat Indonesia (BRI) 

customers in the city of Mataram in 2016, 

affecting 515 customers (Cahyadi & Gorda, 

2019). In the realm of healthcare, the 

proliferation of E-health programs, which are 

technology-driven applications in the 

healthcare sector aimed at improving access, 

efficiency, effectiveness, and the quality of 

medical processes, has been observed 

(Rosadi, 2016). These E-health services, 

which involve the collection of sensitive 

patient data, can give rise to new legal 

challenges, particularly when healthcare 

service providers fail to safeguard patients' 

personal data, making it more susceptible to 

unauthorized access and dissemination. This 

legal issue is of paramount importance, as it 

contradicts the fundamental human right to 

privacy and the protection of personal data, 

which is safeguarded by international, 

regional, and national instruments (Utomo, 

Gultom, & Afriana, 2020). Furthermore, in 

the realm of online buying and selling 

transactions, a significant incident occurred in 

May 2020 when it was reported that 91 

million Tokopedia user data were 

compromised and offered for sale on hacker 

forums for a price of US$5,000, resulting in a 

lawsuit against Tokopedia and the Ministry of 

Communication and Information Technology 

(KEMENKOMINFO) by the Indonesian 

Consumers Community (Komunitas 
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Konsumen Indonesia or KKI) for an amount 

of 100 billion rupiahs (Delpiero, Reynaldi, 

Ningdiah, & Muthmainnah, 2021). A similar 

case unfolded in the e-commerce platform 

Bhinneka.com, where 1.2 million users 

experienced data breaches in 2020. The 

personal data of these users were freely traded 

by a group of hackers on the dark web, with 

the intent to profit from the sale of this data 

(Firmansyah Putri & Fahrozi, 2021; Mutiara 

& Maulana, 2020). 

The dissemination of private data can 

occur due to negligence or service providers 

(Islamy et al., 2018; Winarso, Disemadi, & 

Prananingtyas, 2020; Disemadi, 2022a). 

Many data breaches occur due to poor 

implementation or the lack of adequate 

security controls in both private companies 

and government organizations (Yel & 

Nasution, 2022). Furthermore, there are 

several factors that can potentially lead to 

data leaks, such as human error, cyberattacks, 

and inadequate supervision of personal data 

protection (Nanda & Widyaningsih, 2021). 

Firstly, the factor of human error. Human 

nature, which tends to engage in economic 

practices such as seeking free software or 

using pirated applications (often promising 

free trials or other bonuses), “compels” us to 

voluntarily enter personal data, such as phone 

numbers, on websites or applications that lack 

security guarantees. Often, we do this without 

realizing it, as a result of the increased use of 

online media (Ashari, 2022). Secondly, 

cyberattacks. These are criminal activities 

that damage, manipulate, and steal important 

information from an application or website 

(Parulian, Pratiwi, & Cahya Yustina, 2021). 

Cyber threats to the theft of personal data and 

information over the internet often occur due 

to the lack of regulations in place to protect 

personal data. According to the publication of 

The Global Cybersecurity Index (GCI) 2017 

by the International Telecommunication 

Union (ITU), Indonesia's cybersecurity status 

still falls under the category of weak 

cybersecurity and is in the process of optimal 

improvement (Sudarmadi, Josias, & 

Runturambi, 2019). Thirdly, the lack of 

supervision, and some companies and 

government agencies are unaware of how to 

properly manage and secure data (Aswandi, 

Muchsin, & Sultan, 2020). 

The importance of safeguarding against 

the misuse of personal data is crucial for 

security and forms the foundation of 

comprehensive regulations concerning 

personal data (Disemadi, 2021; Sautunnida, 

2018; Tasman & Ulfanora, 2023). Many 

countries have been striving to enhance 

security requirements and incorporate them 

into their laws. However, a significant portion 

of security frameworks remains reactive and 

fails to address relevant threats (Yel & 

Nasution, 2022). Presently, in Indonesia, the 

Personal Data Protection Bill (RUU PDP) 

was recently enacted into law. This regulation 

is expected to provide a new ray of hope in 

addressing issues related to personal data 

protection in Indonesia. In contrast, Thailand 
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had already enacted the Personal Data 

Protection Act B.E. 2562 (2019) of Thailand 

(PDPA) in 2019 and has been utilizing it to 

shield its citizens from the misuse of personal 

data. 

The paragraph discusses the academic 

legal research in the field of comparative law. 

Previous research has explored various 

aspects of data protection, such as a study on 

the comparison of personal data protection in 

Indonesia and Malaysia (Rizal, 2019), 

research on personal data protection as a 

fundamental norm in safeguarding an 

individual's privacy rights in Indonesia 

(Wulansari, 2020), personal data protection as 

a part of the human rights to personal 

protection (Mutiara & Maulana, 2020), the 

emergence of robust new data protection laws 

in Asia, particularly in Thailand (Greenleaf & 

Suriyawongkul, 2020), and some legal issues 

concerning biometric data protection in 

Thailand (Chuenpukdee, 2019). This study 

explores the newly implemented personal 

data protection regulations in Indonesia and 

compares them to the existing regulations in 

Thailand, offering theoretical and practical 

contributions. Theoretical benefits encompass 

a deeper comprehension of legal systems in 

both countries, revealing novel insights into 

their legal principles. Practically, this research 

promotes knowledge exchange between 

Indonesian and Thai communities in the legal 

context, enriching their understanding of their 

respective legal cultures and facilitating the 

adoption of best legal practices. The research 

article is divided into three key sections: the 

first section analyzes personal data violations 

in Indonesia and Thailand, the second section 

examines the regulations governing personal 

data protection in both countries, and the third 

section addresses personal data protection as 

a human rights concern. 

 

RESEARCH METHODS 

The research methodology employed in 

this study is a normative legal research 

method, which aims to expound upon the 

existing legal norms within the legal system 

(Tan, 2021; Noor, Arifin & Astuti 2023). The 

choice of this method is justified by the fact 

that this research intends to analyze a 

comparative study of the law (Disemadi, 

2022b), specifically examining the 

comparison between the Personal Data 

Protection Law in Indonesia and Thailand. 

The approach adopted encompasses both 

legislative and conceptual perspectives. 

Secondary data, in the form of primary legal 

materials such as Law Number 27 of 2022 on 

Personal Data Protection in Indonesia and the 

Personal Data Protection Act B.E. 2562 

(2019) of Thailand (PDPA), serve as the 

foundational sources.  

 

DISCUSSION 

Legal Framework for Personal Data 

Protection in Indonesia 

The government has implemented 

regulations regarding personal data protection 

(Yuniarti, 2019; Niffari, 2020; Azhari & 
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Soetopo, 2023), although regulations 

concerning personal data prior to the 

enactment of the PDP Law were separately 

governed by several legislative provisions and 

only reflected general aspects of personal data 

protection (Hisbulloh, 2021; Sutrisna, 2021). 

These regulations can be found in various 

laws in Indonesia, including Republic of 

Indonesia Law Number 19 of 2016 

concerning Amendments to Law Number 11 

of 2008 concerning Electronic Information 

and Transactions (UU ITE), Law Number 7 

of 1971 concerning Basic Archival 

Provisions, Law Number 8 of 1997 

concerning Company Documents, Law 

Number 10 of 1998 concerning Amendments 

to Law Number 7 of 1992 concerning 

Banking, Law Number 36 of 2009 concerning 

Health, Law Number 36 of 1999 concerning 

Telecommunications, and Law Number 24 of 

2013 concerning Amendments to Law 

Number 23 of 2006 concerning Population 

Administration (Anugerah & Indriani, 2018). 

According to research conducted by the 

Institute for Community Studies and 

Advocacy (ELSAM), there are at least thirty 

legal provisions regulating the obligation to 

provide personal data protection in Indonesia 

(Yuniarti, 2019). The Population 

Administration Law is one of the provisions 

that specifically govern the classification of 

personal data (Law Number 23 of 2006 

concerning Population Administration as 

amended by Law Number 24 of 2013  

concerning Population Administration Law). 

In other words, the Population Administration 

Law does not provide detailed regulations 

regarding the acquisition, processing, and 

storage of personal data (Rosmaini, 

Kusumasari, Lubis, & Lubis, 2018). 

UU ITE establishes the framework for 

the protection of personal data obtained 

through electronic systems, as stated in 

Article 26 of the UU ITE. The consent of the 

data owner is a key element in the use of an 

individual's personal data (Sautunnida, 2018). 

According to Government Regulation No. 52 

of 2000 concerning Telecommunications, 

which is the implementing regulation of the 

Telecommunications Law, the internet is 

categorized as a multimedia service, 

identified as a telecommunications service 

provider offering information technology-

based services (Salsabila, Hosen, & Manik, 

2022; Fikri, & Rusdiana, 2023). The law 

regulates several aspects related to 

information confidentiality. Article 22, for 

instance, prohibits any person from engaging 

in unauthorized, unlawful, or manipulative 

activities. Personal data protection within an 

electronic system under the UU ITE  

encompasses safeguards against unauthorized 

usage, protection by electronic system 

providers, and protection against illegal 

access and interference (Marune & Hartanto, 

2021). Any person who violates this provision 

may be subject to legal action for the 

damages caused (Miranti, 2020).  

Specific regulations regarding the 

protection of personal data in Indonesia were 
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recently enacted in October 2022 through 

Law Number 27 of 2022 on Personal Data 

Protection (PDP Law). The PDP Law's 

provisions primarily focus on safeguarding 

the personal data of every Indonesian citizen, 

whether they are located within Indonesia or 

abroad (Sudirman, Disemadi, Girsang, & 

Aninda, 2023). The introduction of the 

Personal Data Protection Law in 2022 

signifies a significant step toward enhancing 

data privacy rights in Indonesia. Nevertheless, 

the challenges in effectively implementing 

and enforcing these regulations remain, as 

evidenced by the continuing incidents of 

personal data breaches. It is essential for the 

government, businesses, and relevant 

authorities to work collaboratively to 

establish robust mechanisms for enforcing 

data protection, raising awareness among the 

public, and ensuring that both individuals and 

organizations comply with the new legal 

framework. Addressing the existing gaps and 

bolstering the practical aspects of personal 

data protection will be crucial to ensuring the 

law's effectiveness and safeguarding 

individuals' privacy rights in the digital age. 

Chapter I of the PDP Law defines 

personal data as information about individuals 

that can be directly or indirectly identify 

them, whether through electronic or non-

electronic systems. This definition, articulated 

in Article 1, paragraph 1 of the PDP Law, 

emphasizes the importance of safeguarding 

personal data and preserving individuals' 

confidentiality and constitutional rights 

during its processing. Personal data 

controllers, as defined in Article 1, paragraph 

4, are responsible for determining the 

purposes of data processing and controlling 

the entire process. In Chapter III, the PDP 

Law categorizes personal data into two 

distinct groups: specific and general. Specific 

personal data includes sensitive information, 

such as health data, biometric data, and 

criminal records, necessitating heightened 

protection due to their potential impact on 

privacy and rights. General personal data 

comprises basic information like name and 

gender, which, when combined, can still 

identify individuals. This careful 

categorization ensures tailored data protection 

with stricter measures for specific personal 

data, upholding privacy rights and the 

integrity of personal information. 

The PDP Law, in its Articles 5 to 15, 

delineates the rights of individuals as subjects 

of personal data, including the right to 

information about the legal basis and 

purposes of data collection. Article 8 

empowers data subjects to terminate data 

processing, while Article 44 mandates data 

controllers to destroy data in specific 

circumstances. Article 12, Paragraph 1 allows 

data subjects to seek compensation for 

violations, ensuring accountability in data 

processing. However, Article 15 enumerates 

five exceptions, restricting data subject rights 

in matters related to national defense, law 

enforcement, public interests, financial 

stability, and scientific research. This legal 
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framework seeks to balance individual data 

protection with compelling public interests, 

highlighting the complexity of modern data 

protection. 

The PDP Law, as outlined in Article 65, 

strictly prohibits the acquisition or collection 

of personal data not belonging to oneself with 

the intent to benefit oneself or others, 

potentially causing harm to the data subject. 

Additionally, Article 66 explicitly forbids the 

creation or falsification of personal data for 

personal gain, potentially harming other 

individuals. The PDP Law enforces these 

prohibitions with specific sanctions, including 

imprisonment for up to 5 years and/or fines of 

up to 5 billion rupiah for unlawful data 

acquisition, up to 4 years and/or fines of up to 

4 billion rupiah for data disclosure, and up to 

5 years and/or fines of up to 5 billion rupiah 

for unauthorized data utilization, as well as up 

to 6 years and/or fines of up to 6 billion 

rupiah for data forgery. These stringent 

provisions underscore the law's commitment 

to safeguarding personal data and deterring 

any misuse, emphasizing the importance of 

respecting privacy and data integrity. 

 

Legal Framework for Personal Data 

Protection in Thailand 

The Personal Data Protection Act, B.E. 

2562 (2019) (PDPA) in Thailand is a 

landmark piece of legislation designed to 

safeguard individuals from privacy violations 

by both government institutions and 

irresponsible entities (Calderwood & Popova, 

2018). This consolidated data protection law, 

published in the Government Gazette of 

Thailand on May 27, 2019, and effective from 

May 27, 2020, represents Thailand's 

inaugural comprehensive data protection 

framework (OneTrust DataGuidanceTM, 

n.d.). The Thai Data Protection Law was 

formulated by the National Electronic and 

Computer Technology Center (NECTEC) in 

accordance with the OECD Guidelines on 

Privacy Protection and Cross-Border Flows of 

Personal Data, as well as the European Union 

Directives 95/46/EC on the protection of 

individuals concerning the processing of 

personal data. While the law's drafting was 

completed and ready for Cabinet approval, 

various technical delays have hindered its 

formal enactment. The onset of full 

implementation of the Smart ID card project 

in mid-2005 prompted questions among the 

public regarding whether the enforcement of 

the Data Protection Law should precede the 

government's distribution of smart ID cards 

(Kitiyadisai, 2005). 

There are several related regulations 

governing personal data privacy in Thailand, 

such as the Telecommunications Business 

Act, B.E. 2544 (2001), which regulates the 

licensing process for telecommunications 

operators. Concerning privacy, Article 74 

prohibits any interception or disclosure of 

telecommunications data. Another relevant 

regulation is the Act on Computer Crime B.E. 

2550 (2007), which addresses various 

cybercrimes, including computer data 
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interception, categorized into two offenses. 

Firstly, Section 7 imposes liability on 

individuals who illegally access computer 

data. Secondly, Section 8 explicitly prohibits 

the “interception” of computer data during 

transmission within a computer system. 

Consequently, both stored and contemporary 

data are prohibited under the Act on 

Computer Crime B.E. 2550 (Greenleaf & 

Suriyawongkul, 2020). 

The Personal Data Protection Act, B.E. 

2562 (2019), also known as PDPA, received 

royal approval from His Majesty King Phra 

Poramenthra Ramathibodi Sisin Maha 

Vajiralongkorn Phra Vajira Klao Chao Yu 

Hua on May 24, 2019. This legislation 

encompasses provisions related to personal 

data. Personal data is defined as any 

information concerning an individual that 

allows for their direct or indirect 

identification, excluding specifically 

information related to deceased individuals. 

Furthermore, the PDPA introduces the terms 

“Data Controller” and “Data Processor.” A 

Data Controller refers to a person or legal 

entity vested with the authority and 

responsibility to make decisions regarding the 

collection, use, or disclosure of personal data. 

On the other hand, a Data Processor is an 

individual or legal entity that operates in 

connection with the collection, use, or 

disclosure of personal data as instructed by or 

on behalf of the Data Controller, without 

being the Data Controller themselves 

(Wongphasukchot, 2017). Personal 

information is defined as data pertaining to an 

individual's specific personal matters, which 

includes identifiers that can be used to 

identify that person. Consequently, the 

concept of personal information is considered 

synonymous with privacy (Sairahu, 2019). 

Protected personal information includes 

financial status, health records, criminal 

records, employment records, fingerprints, 

photographs, voice recordings, and all other 

personal particulars. The right to access and 

rectify personal data held by government 

agencies is safeguarded under Articles 7, 9, 

11, and 12 of the PDPA. 

In the subsequent section, there exists 

the Committee for the Protection of Personal 

Data, composed of: 1) A Chairperson selected 

and appointed from individuals possessing 

specialized knowledge, skills, and experience 

in the fields of Personal Data protection, 

consumer protection, information and 

communication technology, social sciences, 

law, health, finance, or other relevant 

domains pertinent to and beneficial for the 

protection of Personal Data; 2) The 

Permanent Secretary of the Ministry of 

Digital Economy and Society, who shall serve 

as the Vice-Chair; 3) Five Directors, who 

hold positions as members, including the 

Permanent Secretary of the Office of the 

Prime Minister, the Secretary-General of the 

State Council, the Secretary-General of the 

Consumer Protection Board, the Director-

General of the Department for the Protection 

of Rights and Freedoms, and the Attorney 



ISSN: p-2540-8763 / e-2615-4374  

DOI: 10.26618/jed.v%vi%i.12875 

Vol: 8 Number 4, November 2023 

Page: 497-510 

 

 

  
504 

 

 
 

 

General; and 4) Nine Honorary Directors, 

chosen and appointed from individuals 

renowned for their exemplary knowledge, 

skills, and experience in the fields of Personal 

Data protection, consumer protection, 

information and communication technology, 

social sciences, law, health, finance, or other 

relevant domains pertinent to and beneficial 

for the protection of Personal Data (Tilleke & 

Gibbins Team, 2022). 

The General Provisions of Article 19 

stipulate that Personal Data may not be 

collected, used, or disclosed without the 

explicit consent of the data subject, either 

before or at the time of such collection, use, 

or disclosure, unless permitted by the 

provisions of this Law or other applicable 

laws. Requests for consent must be explicitly 

made in written statements or through 

electronic means, unless it is not feasible due 

to the nature of the data. When seeking 

consent from the data subject, the Data 

Controller must also inform them of the 

purpose of collecting, using, or disclosing 

Personal Data. The request for consent must 

be presented in a clear and distinguishable 

manner from other matters, in a format and 

statement that is easily accessible and 

understandable, using clear and simple 

language, and must not deceive or mislead the 

data subject regarding its purpose. In this 

regard, the Committee may require the Data 

Controller to seek consent from the data 

subject in accordance with the forms and 

statements as determined by the Committee. 

The Data Controller must fully consider that 

the consent of the data subject is given freely. 

Furthermore, the signing of contracts, 

including any terms of service, shall not be a 

condition for obtaining consent for the 

collection, use, or disclosure of Personal Data 

that is unnecessary or unrelated to the signing 

of such contracts, including terms of service. 

The data subject may withdraw their consent 

at any time. The withdrawal of consent shall 

be as easy as giving consent, unless there are 

restrictions on the withdrawal of consent 

under the law or contracts that confer benefits 

on the data subject. However, the withdrawal 

of consent shall not affect the collection, use, 

or disclosure of personal data that has been 

legally consented to by the data subject 

(Chuenpukdee, 2019). 

The Data Controller has the duty to 

provide appropriate security measures to 

prevent the loss, unauthorized access, use, 

alteration, correction, or disclosure of 

Personal Data, and these measures must be 

reviewed as necessary or when technology 

has changed to efficiently maintain security 

and safety (Pandagle, 2023). It must also 

comply with the minimum standards set and 

announced by the Committee. In 

circumstances where Personal Data will be 

provided to individuals or legal entities other 

than the Data Controller, the Data Controller 

must take actions to prevent such individuals 

from using or disclosing the Personal Data 

unlawfully or without permission. They 

should implement a review system for the 
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deletion or destruction of Personal Data when 

the storage period expires, or when the 

Personal Data becomes irrelevant or beyond 

the necessary purpose for its collection, or 

when the data subject has requested it, or 

when the data subject withdraws consent, 

unless the storage of such Personal Data is for 

the purposes of freedom of expression, 

purposes under Article 24(1) or (4) or Article 

26(5) (a) or (b), determination purposes, 

compliance or execution of legal claims, or 

defense of legal claims. The provisions in 

Article 33 paragraph five shall be used to 

govern the deletion or destruction of Personal 

Data mutatis mutandis. The Data Controller 

must inform the Office of any Personal Data 

breach without delay and, if possible, within 

72 hours of becoming aware of it, unless the 

Personal Data breach is unlikely to result in a 

risk to the rights and freedoms of individuals. 

If a Personal Data breach is likely to result in 

a high risk to the rights and freedoms of 

individuals, the Data Controller must also 

notify the data subject of the Personal Data 

breach and the remedial actions without 

delay. Notification and exemptions from 

notification shall be carried out in accordance 

with the regulations and procedures 

established by the Committee. In the event 

that the Data Controller becomes a Data 

Processor under Section 5(2), the Data 

Controller must appoint in writing a 

representative of the Data Processor who 

must be located in the Kingdom of Thailand 

and authorized to act on behalf of the Data 

Controller without limitation of responsibility 

in connection with the collection, use, or 

disclosure of Personal Data for the purposes 

of the Data Controller (Areejitkasame, n.d.). 

 

Protection of Personal Data as a 

Fundamental Human Rights 

Privacy rights, a cornerstone of human 

rights, are vital for upholding human dignity 

(Firdaus, 2022; Noor & Manantan, 2022) and 

are explicitly outlined in Article 12 of the 

Universal Declaration of Human Rights 

(UDHR). This article safeguards individuals 

from arbitrary intrusion into their privacy, 

family, home, and correspondence, protecting 

their honor and reputation. It also extends to 

individuals' authority over their personal 

information and its use, emphasizing the 

concept of data protection. In Indonesia, 

while not explicitly mentioned in the 

constitution, Article 28G(1) of the 1945 

Constitution acknowledges international 

Human Rights agreements' privacy values, 

forming a constitutional basis for privacy 

rights. However, Indonesia currently lacks 

specific regulations for personal data 

protection, relying solely on general 

regulations. Privacy rights, as a fundamental 

human right, play a crucial role in preserving 

human dignity, reinforcing humanitarian 

values, empowering individuals, and 

preventing discrimination and excessive 

government authority. 

The protection of personal data is an 

essential aspect of human rights and plays a 
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crucial role in safeguarding personal identity. 

Indonesia recognizes personal data protection 

as a human right, evident not only in its 

constitution but also in various legal 

regulations. Human rights are inherent, 

natural, and fundamental rights that all 

individuals possess, and it is the duty of every 

person, community, and state to uphold and 

protect these rights (Triwahyuningsih, 2018). 

This involves maintaining a delicate balance 

between rights and responsibilities, as well as 

between individual interests and the common 

good. Consequently, respecting, protecting, 

and promoting human rights is a shared 

obligation among individuals, the 

government, and the state. Therefore, the 

pursuit of rights must always be accompanied 

by a commitment to fulfill responsibilities, 

and individual interests should not come at 

the expense of the broader community's well-

being. 

The protection of personal rights is 

regulated in Article 28G paragraph (1) of the 

1945 Constitution of Indonesia, which states 

that “Every person has the right to the 

protection of their personal self, family, 

honor, dignity, and property under their 

control, as well as the right to security and 

protection from threats and fears to do or not 

do something that is a fundamental right.” 

While Article 28 of the 1945 Constitution 

does not explicitly mention privacy, it is 

closely related to the protection of personal 

rights or private rights, and the protection of 

personal self is realized through the 

protection of private rights (Mutiara & 

Maulana, 2020). Furthermore, in Law 

Number 39 of 1999 concerning Human 

Rights, there are several articles that 

emphasize this principle. Starting from 

Article 14 paragraph 2, Article 29 paragraph 

1, Article 31, all state that the government 

must recognize and protect personal self, 

family, honor, dignity, and property rights, 

including personal information. Therefore, 

when the state fails to provide protection, it 

commits a human rights violation. Thus, 

personal rights as human rights, the protection 

of personal rights or private rights will 

enhance human values, improve the 

relationship between individuals and their 

communities, enhance autonomy or autonomy 

to exercise control and obtain justice, promote 

tolerance, and distance society from 

discrimination and government abuse of 

power (Budhijanto, 2010). 

The Constitution of the Kingdom of 

Thailand 2017, known as "The People's 

Constitution," is a fundamental legal 

document consisting of 16 chapters and 279 

articles. Chapter III, titled "Rights and 

Liberties of the Thai People," contains 

approximately 24 articles specifically 

addressing human rights, covering civil, 

political, economic, social, and cultural rights 

(Rahmah & Purnama, 2018). One significant 

aspect of human rights protection in this 

constitution is the recognition of the right to 

personal data privacy, as stated in Article 32, 

which emphasizes the protection of privacy, 
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dignity, reputation, and family. This aligns 

with the Personal Data Protection Act 

(PDPA), which grants Thai citizens various 

rights regarding their personal data, including 

deletion (Article 33), information disclosure 

(Articles 19, 21, and 23), objection (Article 

32), access (Article 30), and data transmission 

(Article 31). In summary, "The People's 

Constitution" plays a vital role in 

safeguarding the human rights of Thai 

citizens, particularly concerning personal data 

privacy, reinforcing Thailand's commitment 

to upholding human rights in the digital era. 

In both Indonesia and Thailand, the 

legal recognition of personal data protection 

is firmly entrenched within the framework of 

safeguarding human rights. These two nations 

acknowledge the intrinsic connection between 

the protection of personal data and the 

broader realm of human rights, thus 

underscoring their commitment to upholding 

individuals' fundamental rights and freedoms. 

The recognition of data privacy as an integral 

aspect of human rights demonstrates a shared 

commitment to navigating the complexities of 

the digital age while ensuring the dignity, 

privacy, and security of their citizens' 

personal information, reflecting their 

dedication to protecting human rights in the 

modern era. 

 

CONCLUSION 

The current era necessitates robust 

personal data protection due to rapid 

technological advancements and frequent data 

breaches. Indonesia and Thailand have 

enacted personal data protection laws, aiming 

to grant individuals control over their data 

and ensure privacy, aligning with 

constitutional principles. These legislations 

emphasize a delicate balance between data-

driven innovation and safeguarding personal 

information, imposing stringent standards on 

data handlers. Independent data protection 

authorities oversee enforcement, enhancing 

trust in the digital ecosystem and supporting 

sustainable economic growth in an 

increasingly data-centric world. 
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